
spread spectrum and 
digital communication techniques: 

a primer 

Not quite sure 
how speech can be 

transformed into a 
digital signal? 

Read on. 

Ever since the inception of Amateur Radio, hams 
have kept abreast of the latest and most innovative 
methods of communication. From the advent of spark- 
gap radiotelegraphy, to the early FM transmitters, 
through the 2nd World War - when hams played an 
important part in concocting the first reliable pulse ra- 
dar systems - to RTTY, SSTV, SSB, satellite com- 
munications, and packet radio, Amateurs have been 
ardent users of new and fascinating modulation 
methods. 

In recent years there has been interest in a relatively 
new type of communication technique. While the 
foundation for this communication method was laid 
with the advent of ranging radar, it has only been in 
the past 10 to 15 years that it has received so much 
attention from both the military and the private sec- 
tor. This technique, known as spread spectrum (SS) 
is unlike any communication method previously tried 
by Amateurs. However, judging by our track record, 
it would seem that it's only a matter of time before 
we familiarize ourselves with it. 

The purpose of this article is to provide an overview 
of spread spectrum communications for those not 
familiar with it. While the topic is much too broad to 
be fully discussed here, the major concepts will be 
highlighted in a manner that can, I hope, be under- 
stood by those with little math background. As well 

as the concepts governing spread spectrum and digi- 
tal communications, typical station hardware require- 
ments will also be addressed. 

why spread spectrum? 

One might wonder how and why spread spectrum 
evolved, and how it could be applicable to the 
Amateur Radio bands. To address the first query, it 
is necessary to consider the problems associated with 
military communications during World War 11. At the 
time, jamming and antijamming techniques were the 
order of the day. By 1945 every Allied Bomber plane 
was equipped with two jamming transmitters, while 
it is estimated that as many as 90 percent of all elec- 
trical engineers in Germany were involved in an an- 
tijamming program of gargantuan proportion.' 

To combat the effects of jamming, spread spectrum 
was used to spread the signal out, thereby rendering 
narrow band jammers virtually ineffective. In addition, 
the fact that spread spectrum could be used with a 
low probability of intercept (LPI) made this an ideal 
method of communicating while appearing "radio 
silent" to conventional receivers. 

Today the quest for a signal that cannot be jammed 
continues in military circles; commercial applications, 
such as banking and private mail systems, require 
security. As jamming and intercept capabilities be- 
come more sophisticated, methods of communicat- 
ing become increasingly complex. Spread spectrum 
continues to evolve into a highly complicated mode 
of communication. Those fascinated with the history 
of radio would find the accounts of the development 
of spread spectrum to be very exciting reading. Several 
excellent accounts are listed in the  reference^.',^,^ 

The above-mentioned attributes hardly seem appro- 
priate for Amateur Radio! The FCC rules prohibit any 
kind of coded or secure communications, and inten- 
tional jamming is a problem we would ideally never 
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